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Data use

Displaying data
to discover obvious 

patterns
BI tools

Infer from data to 
discover hidden patterns Algorithms
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Incomplete data
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Anomalies
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Many more examples

* https://docs.google.com/spreadsheets/d/e/2PACX-1vRPiprOaC3HsCf5Tuum8bRfzYUiKLRqJmbOoC-32JorNdfyTiRRsR7Ea5eWtvsWzuxo8bjOxCG84dAg/pubhtml 

https://docs.google.com/spreadsheets/d/e/2PACX-1vRPiprOaC3HsCf5Tuum8bRfzYUiKLRqJmbOoC-32JorNdfyTiRRsR7Ea5eWtvsWzuxo8bjOxCG84dAg/pubhtml
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Definition of a model

From the definition of the FED*:

“The term model refers to a quantitative method, system, or approach that applies statistical, 
economic, financial, or mathematical theories, techniques, and assumptions to process input 
data into quantitative estimates.”

This is a very broad definition. 

Examples
● A valuation model
● A fraud detection algorithm
● A chatbot
● A data extraction algorithm
● ...

* https://www.federalreserve.gov/supervisionreg/srletters/sr1107.htm

https://www.federalreserve.gov/supervisionreg/srletters/sr1107.htm
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Model risk

From the definition of the FED*:

“The use of models invariably presents model risk, which is the potential for adverse 
consequences from decisions based on incorrect or misused model outputs and reports. 
Model risk can lead to financial loss, poor business and strategic decision-making, or damage to 
a banking organization’s reputation. Model risk occurs primarily for two reasons:  

1. a model may have fundamental errors and produce inaccurate outputs when viewed 
against its design objective and intended business uses;

2. a model may be used incorrectly or inappropriately or there may be a misunderstanding 
about its limitations and assumptions.”

* https://www.federalreserve.gov/supervisionreg/srletters/sr1107.htm

https://www.federalreserve.gov/supervisionreg/srletters/sr1107.htm
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MRM framework

To manage this risk, an organization has to build a model risk management framework, 
which prescribes how this risk is going to be managed. 

The framework provides an exhaustive description of four pillars:

1. Model definition: what is a model in my organization?

2. Model governance: what processes do we put in place (e.g. 3 lines of defence)

3. Model validation: independent review (check data, perform benchmark, backtest)

4. Model monitoring: monitor what is running in production
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Model Risk Management Evolves

Qualitative MRM
governance

Quantitative MRM
measurements
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Model Risk Management Challenges
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Shortcomings of current technologies

“We’re losing track of the linkage between 
our Model Risk Management objects” 

“No flexible or integrated 
deployment offering”

“We cannot monitor data and model 
quality evolution over time”“Lack of versioning data, analytics and 

reports”

“No data science platform available to streamline the full Model Lifecycle”
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Turn MRM into a value driver with Chiron

Powerful Analytics
Statistical and ML techniques to assist with quantitative tasks such as data 
quality analysis, benchmarking and back-testing.

Reproducibility
Chiron keeps track of all versions of and links between objects. This 
allows you to go back in time and reproduce any previous result. 

A Collaborative Platform
The model lifecycle is a non-sequential process with many 
participants. Chiron centralizes all MRM objects, and allows for 
organized sharing between teams. Managers have visibility over the 
entire process

Immediate Access
Chiron is ready to be deployed; it is a fully Integrated yet customizable 
solution as a result of 540 months of cumulative development.
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A European framework - ALTAI*

Example: Trustworthy AI
1. human agency and oversight

2. technical robustness and safety

3. privacy and data governance

4. transparency

5. diversity, non-discrimination and fairness

6. environmental and societal well-being 

7. accountability

* See https://ec.europa.eu/digital-single-market/en/news/assessment-list-trustworthy-artificial-intelligence-altai-self-assessment 

Qualitative and quantitative 
assessments

https://ec.europa.eu/digital-single-market/en/news/assessment-list-trustworthy-artificial-intelligence-altai-self-assessment
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Frameworks - ALTAI

technical robustness and safety

Data poisoning: check robustness of model performance relative to data quality
1. train auto-encoder
2. assign novelty score to each datapoint
3. measure model performance as a function of the novelty score

Robustness against adversarial examples*
1. Measure performance loss against adversarial directions: 
2. Compare loss with (low-dimensional) benchmark model 

privacy

Measure disclosure risk (fraction of uniquely identifiable samples, given the value of a set of attributes)

* see https://arxiv.org/pdf/1412.6572.pdf 

https://arxiv.org/pdf/1412.6572.pdf
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Frameworks - ALTAI

fairness / bias Language is a protected attribute.

How to create an unbiased credit model?

1. Unawareness
But redundant encodings

2. Demographic parity
But different PD

3. Equalized odds

See Hardt, Price & Srebro, Equality of Opportunity in 
Supervised Learning, https://arxiv.org/pdf/1610.02413.pdf 

https://arxiv.org/pdf/1610.02413.pdf
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Real life use cases

First line Second line Third line
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Contact

Yields NV

Brugmannlaan 63
1190 Forest
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+32 479 527 261

info@yields.io
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Westminster, London WC2N 
5BY, UK


